
pp. 1-7, October, 2020
Available online http://www.interesjournals.org/IRJESTI
DOI: http:/dx.doi.org/10.14303/irjesti.2020.005
Copyright ©2020 International Research Journals

Full Length Research Paper

Electrical System and Control System based on 
Internet of Things (IoT)

Koyena Ghosh*
Department of Computer Science and Information Technology, Kalinga University, Naya Raipur, Chhattisgarh, India.

INTRODUCTION

IoT is game plan of related sensors, enlisting and automated 
devices spread over the globe over the web which can 
pass on among them to share and move information using 
noteworthy id which is apportioned to each and every 
device, as UIDs (Unique Identifiers). With the creating of 
different business premises and social requests, the focus 
to robotize these premises have extended profoundly. In 
like manner the creating traffic mess in the urban networks 
has pushed everyone towards a prevalent and dynamically 
reliable electrical control structure. A straightforward web 
application and convenient based observation and control 
structure related with IoT cloud server is used here for 
greater imperatives protection and early objectives if there 
ought to emerge an event of any issue area. In this new 
creating period where sagacious urban territories are taking 
into shape, the effort for perfect essentials-based traffic sign 
and light control system has gotten pace. So, effort has been 
taken to give a trustworthy and straightforward application 
for easy to use and screen the electrical contraptions.

APPLICATIONS OF IOT

IoT has exceptional use in countless the fields, for example: 

1) Smart exam subject to IoT to get the opportunity to 
understudy inconvenience what's more, insufficiency to try 
test questions. This structure grants analyzing the limit of 
understudy to grasp ensured subject or part of information

2) Patient prosperity watching application from remote 
spot considering IoT

3) Now days, vehicle checking structure is made to get 
the live contribution of vehicle advancement and track its 
execution [1]

IoT has given open entryway for criticizers for an open 
chitchat on security on using IoT, as it moves data into 
an open cloud structure. Proper thought and careful step 
ought to be taken in order to realize IoT.

RESEARCHER’S OVERVIEW

ESP module [2] and Wi-Fi based remote control modified 
observation structure is shrewd and gives a shielded, secure 
and pragmatic course for indoors and outdoors electrical 
contraption control and watching. 

Greater part portion of the street lights have used LDR based 
control structure which turns out and about lights in night 
moreover, kills the street lights in day. Street light or the one 
explanation light system despite everything exhausts part 
of intensity when there are very few vehicles around or no 
people in the working environment, as the new structure is 
better in giving the decision to genuinely screen and control 
through adaptable or online passage. Simultaneously, 
giving contribution of the inadequate contraptions through 
sensors to the concerned pro to quickly fix the issue may be 
worthwhile to the end customer.
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Figure 1: Diverse wireless architecture.

Various structures have been made based advances like 
GSM and Zig honey bee (Ma, Z., Callaway, D., and Hiskens, 
I,2010). GSM modem which needs a dynamic SIM to send/
get SMS through micro controller. Here the street controller 
89C51 is related with GSM modem through its UART port 
(Serial Ports). SIM card used in the GSM module may be 
sabotaged with certain danger and besides the cost of 
developing such structure is exceptionally high. Security 
calculation received in GSM (for example A3, A5) is all not 
revealed estimations [3]. The investigators have shown that 
these estimations can't exhibit 100% security. At long last, 
as a general rule, the GSM module sends a sign through 
SMS a base equality must be kept up in each individual GSM 
module of the related framework. So, there is an overhead 
upkeep cost included. Zig bumble bee module is costlier in 
nature when stood out from Node MCU which is very lesser 
as examined.

Numerous architectures have been created to actualize 
remote framework. Correlation outline is given in Figure 1.

Hub MCU Wi-Fi chips are a lesser in cost than diverged from 
other contemporary chips. This chip is fabricated by Chinese 
organization which has in collected MCU and TCP/IP layer. 
The key place an area of this is unassuming cost, lesser force 
usage than various controllers and trustworthy execution. 
There is diverse use of Node MCU like home mechanization, 

electronic thing and restorative equipment [3]. 

The proposed perception and oversight system in this paper 
is separated into two classes:

1. On basis

2. Uni directional

Regardless of the way that both the classes have same 
explanation yet differentiate in the structure plan. One 
directional bright light generally on long detachment control 
like traffic signals which works on wired correspondence 
through its Master Controller (Raspberry Pi). This pi 
has a couple of data/yield pins which are related with 
contraptions. Further pi is related with Cloud server to 
process the data and send information to end customer in 
versatile or web application. One explanation uses Node 
MCU module to pass on to Master controller over the HTTP 
show through web to recognize the inadequate contraptions 
in the structure.

The Node MCU as showed up in Figure 2 has consumed TCP/
IP show that can give any small scale controller access to the 
Wi-Fi organize that underpins 2.4 GHz Wi-Fi (802.11 Wi-Fi 
measures). Center MCU can do either interfacing to a present 
remote affiliation or encouraging an application over http 
show. Each Node MCU module comes pre-changed with 
an AT request set firmware which infers one can basically 
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interface this up to your Raspberry Pi contraption and get 
about like Wi-Fi shield (Figure 3).

Here for this errand I have used Raspberry Pi as a Master 
controller for its slave (electrical contraption). Raspberry Pi 
Model B detail are ATmega 328 microcontroller (Figure 4), 
input voltage 7 to 12v,DC current 40mA, working voltage at 
5V, 20V purpose of repression of data flexibly voltage, 40 
GPIO pins, 32Kb streak memory. Raspberry Pi can be filled 
through USB affiliation or outside force flexibly, with the 

range 7 to 12 volts [4]. Raspberry Pi has data and yield pins 
which may be used as force hotspot for various contraption. A 
Software Serial library considers successive correspondence 
on any of the information/yield electronic pins. The Arduino 
gives an IDE to programming the Raspberry Pi board, this 
Arduino IDE can be downloaded from the Arduino official 
website which is sans license. This IDE is supported for each 
aftereffect of Arduino sections.

The GPIO pins are moreover broadened using multiplexer 

Figure 2: Node MCU module model.

Figure 3: Contrast between Node MCU and WI-FI.
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MCP23008. This comes supportive in case where numerous 
street lights ought to be related with Master Controller 
raspberry Pi.

Expert controller is related by methods for Cloud server 
to Mobile application with graphical depiction or a Web 
application which can get to from wherever. The application 
is made using Node RED. Center point Red offers feature 
to move relationship with interface different devices on 
application. This help with quick improvement of the 
application [6].

NETWORK OUTLINE

As referenced before the whole system is isolated in two 
classes. 

On premise organize
Figure 4 shows the square chart of proposed ESP module 
based observation and control system. It includes street 
lights, sensors to distinguish stream of flow, hand-off to 
control the on/off of the device and a 5 V control flexibly 
converter and center point MCU at the slave end (electrical 
contraption). Sensors are used to control electrical machine 
and send the straightforward indication of the earth to the 
system and play out the related task. Expert end includes 
Raspberry Pi 3 controller related with Internet affiliation [7]. 

The inspiration behind microcontroller is to take the 
information from all the road lights through Wi-fi association 
and convert them into sequential correspondence. The 
sign is moved through the sensors to Node MCU which in 
turns transmits the sign remote to ace control terminal. 
Ace controller distinguishes the sign and perform fitting 
errand on the off chance that there is identification of 
disappointment of road lights.

The transmission framework includes Hub MCU at electrical 
gadget end which gets data however sensors appended to 
the gadget. At the opposite end, ace controller (Raspberry Pi) 
which gets data remote and send the information to a focal 
observing framework. Web application shows the graphical 
portrayal of the got information from the electrical gadgets.

Uni-directional 
This is the circumstance of traffic street lights which create 
in number in one course (Figure 5). So this is remarkable 
comparable to the one explanation as here we have 
challenge of correspondence run. As remote affiliation 
broaden (switch or of course Node MCU) is in meters, so it is 
incomprehensible to hope to use in circumstances where Wi 
Fi affiliation is require in Kilometers. Likewise, to make the 
system strong wired affiliation is used to interface Master 
Controller Raspberry Pi to the street light contraption. This 
Pi is turn is related with Cloud server and web application 
(Figure 6) exhibits the square outline of proposed 
observation and control structure for one directional system

1. Ace controller: It acts like brain for the whole device 
control and checking structure. Raspberry Pi gets what's 
more, transmits movement toward and fro slave center 
points over wired affiliation [7]. At the same time it sends 
the analysis to a central watching application for visual 
introduction of the status of different electrical devices 
(Figure 7). 

2. Slave node: Each light controller is related with expert 
controller to send and get information about the status of 
the device. Considering the stream sensor identifier which is 
related with electrical device (Figure 8), signal is send to the 
Ace controller about the working status of the contraption. 
In case any sign is send from the pro to the slave, by then 

Figure 4: Raspberry Pi-Microcontroller expansion panel.
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Figure 5: Block diagram of Wi-Fi based observation and supervision network (on basis network).

Figure 6: Block diagram of Wi-Fi based observation and supervision system (uni-directional).

Figure 7: Receiver flow diagram.

the material action is performed reliant on the data got [7]. 

3. Web application: Web application is used to show the 
status of the electrical device in a simple to utilize way. 

Customer can in like manner impart sign from this web 
application to the contraption so it might be controlled 
remotely. This application can talk with the expert controller 
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Figure 8: Transmitter flow diagram.

Figure 9: Algorithm chat.

through HTTP show [7-11]

4. Programming used: AVR studio and Node Red are the 
two progression instruments that are used in this endeavor. 
Embedded level coding is done through AVR studio and 
Node Red is used to make online application [7]

ALGORITHM

Algorithm: Controlling Electrical device from Web application

Notation

Pub: Publisher Sub: Subscriber

Trigger: Turn on the device from web application

1. Microcontroller gets message from web application 
through Subscriber (Sub) message

2. Microcontroller encodes the message for the customer id 
of the required electrical gadget 
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3. Distributer finds the customer id of the required gadget 
and sends the message to specific gadget over Wi Fi signal 
(Figure 9)

CONCLUSION

This IOT based contraption observation and control 
structure is exclusively used to keep surveillance on the 
electrical devices working condition and besides to control 
the on/off handiness from a central remote territory. The 
organized system works capably for both indoor and outside 
lighting. From one perspective it improves capability of the 
system by sending prepared sign if there ought to emerge an 
event of any disfigurement and then again it unquestionably 
diminishes the electric essentialness use by giving central 
control over the mechanical assemblies. The graphical 
App based flexible controlling gives a straightforward and 
successfully accessible stage to the customer. This system 
can be acquainted as essentialness beneficial structure with 
control street light that requires a lot of imperativeness and 
necessities manual mediate.

FUTURE SCOPE

The structure can be furthermore used to move up to screen 
the total traffic system like: 

• Reading number plates of vehicles-open CV can be used 
to additionally update this system to normally examine 
number plates of vehicles. 

• Challan the vehicles for over speeding-in case of 
criminal traffic offense or over speeding, challan can be 
normally given through camera watching and recording 
catches can be set something aside for future reference. 

• Trespassers area-trespassers can be followed whenever 
found at risk. 

• Real time course of action of sensors to design and 
complete HMIS (Health Care Management Data System)

• Live video contribution to traffic control center-live 
video spouting can be screened on to the application to 
a central watching gathering
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